
The initial installation of end devices used to be  
done at a person’s workplace in the company. To be 
able to better support mobile working, Kulzer joined 
forces with Campana & Schott to introduce a system 
to securely and remotely roll out end devices via 
cloud. The automated initial installation now takes 
only about 45 minutes.

Customer profile: Kulzer GmbH

As one of the world’s leading dental companies, Kulzer has been a reliable partner for all 
dental professionals for more than 85 years. Be it dentistry, tooth preservation, prosthetics 
or periodontology—Kulzer stands for trusted and innovative dental solutions with optimal 
solutions and services, Kulzer aims to support customers in restoring their patients‘ oral 
health in a safe, simple and efficient way. For this purpose, 1400 employees work in 26  
locations in the fields of research and development, manufacturing and marketing. Kulzer  
is part of the Mitsui Chemicals Group. 

Starting situation:  
Insufficient speed, lack of flexibility

In the past, almost all Kulzer employees had a fixed workplace in the company. The  
client management of their devices was largely done on premise. The processes were  
outsourced to a service provider and often lacked the desired flexibility and speed.  
It was not a forward-looking scenario for mobile working. 

At the same time, Kulzer—like many other companies—finds themselves exposed to  
ever-growing and increasingly complex cyber risks. The tools previously used to protect 
against attacks were not optimally integrated and no longer able to provide adequate  
protection in the long term. In addition, Kulzer‘s management board had to decide in 
mid-January 2021 whether the contract with the previous provider should be continued. 

“The pandemic made it clear that the global distribution of software to our workforce  
needed to be accelerated and facilitated,” explains Thomas Gessler, Kulzer’s CIO.  
“We had three challenges to consider in migrating to a new system: a user-friendly  
process, the increasing attacks on our IT systems, and the cost-benefit ratio. Together  
with our partner Campana & Schott, we developed an ideal client management and  
security concept.”

Case Study

Software Rollout: Cloud-based, 
with automated deployment.
Kulzer’s worldwide client management  
is now location-independent. 

Customer profile

As one of the world’s leading dental compa-
nies, Kulzer has been a reliable partner for all 
dental professionals for more than 85 years. 
1400 employees work in 26 locations around 
the world in research and development, manu-
facturing and marketing. Kulzer is part of the 
Mitsui Chemicals Group. 

Starting situation

The client management for employees‘  
devices was exclusively done on-premise. 
This was not a suitable basis for remote  
working scenarios. The pandemic has made  
it clear that the distribution of software to 
employees needs to become more location-
independent and efficient.
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Campana & Schott is an international management and technology 
consultancy with more than 400 employees at locations in Europe 
and the US.
We shape the digital future of our customers and for more than 25 
years have ensured the success of technological, organizational or 
entrepreneurial transformation projects – using an integrated and 
passionate approach.

Our customer base includes numerous companies as well as large 
mid-size sector companies. We can draw on more than 7,000 
best practice projects at over 1,000 customers worldwide, and a 
follow-up contracting rate of over 90%.

Additional information: 
www.campana-schott.com
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Solution: Convenient and automated processes

The most important goal was to change the client deployment to a more self-service- 
oriented approach in order to reduce the burden on IT. To this end, the introduction of 
Windows Autopilot and Microsoft Endpoint Manager was to provide extensive automation 
and cloud-based processes. With respect to security aspects, the recommendation was  
to use the Microsoft Defender 365 solution since Kulzer is already using the Microsoft 
365 platform.

“Together with Campana & Schott, we chose an agile approach to present a functional 
minimum viable product of the new client with fully automated deployment and enhanced 
security features to the management by the review deadline,” says Dieter Lorber, Head  
of Infrastructure at Kulzer. “The feedback was positive, and we are now relying on state-
of-the-art cloud-based deployment and security technologies.”

After the project start in November 2020, the development of the MVP and the step- 
by-step implementation of the project in sprints followed. The agile approach meant  
that piloting could already be done at the end of March 2021 and the company-wide 
 introduction could be implemented by the end of April 2021. 

“In line with the jointly developed proposal, the deployment was switched to cloud-based 
technologies,” adds Thomas Gessler. “Our employees around the world can now get their 
Surface Laptop without delay and just log in via self-service. Subsequently, all necessary 
programs are uploaded fully automatically. This allowed us to simultaneously provide an 
automated software rollout and new security solutions.”

The result: Improved security and efficiency

The new solution enables Kulzer to benefit from fully automated, location-independent 
software deployment and increased security. Employees have permanent access to the  
IT back-end to obtain updates. In addition, the notebook can be fully reset and reinstalled 
if problems arise, without having to return to the fixed workplace in the company.

“Our employees enjoy a significant improved service,” says Dieter Lorber. „Wherever they 
are: We can reinstall their IT. Depending on the configuration and connection, this takes 
30–90 minutes—instead of 1–2 days. In addition, the endpoint management allows us to 
update and secure the computers at any time. More efficient processes and up-to-date 
platforms also provide better support for our central IT team, as all information is available 
on and controllable via one dashboard.”

Security was significantly improved, as Microsoft Defender 365 detects current attack  
attempts. In addition, the platform exchanges data with other systems such as email  
or identity management in order to uncover risks. Thomas Gessler sums it up like this:  
“A state-of-the-art solution that is more efficient and secure to operate—what more  
could we ask for.”

Solution

Windows Autopilot and Microsoft Endpoint 
Manager provide extensive automation and 
cloud-based processes. The Microsoft Defen-
der 365 platform ensures high-level security. 
Using an agile approach, a functioning MVP of 
the new client was presented to the manage-
ment in just two months.

Result

The new solution enables Kulzer to benefit 
from fully automated, location-independent 
software deployment, increased security and 
lower costs. The initial installation takes 30—
90 minutes instead of 1–2 days. The IT depart-
ment can view and control the information for 
all computers, including software status, in 
one dashboard.

“We had three  
challenges to con-
sider in migrating 
to a new system: a 
user-friendly  
process, the increa-
sing attacks on our 
IT systems, and the 
cost-benefit ratio.  
Together with our 
partner Campana & 
Schott, we developed 
an ideal client  
management and  
security concept.”
Thomas Gessler
CIO | Kulzer


